
 
 
 
 
 

 
 

Meeting Agenda 
 

Illinois Integrated Justice Information System Implementation Board 
February 11, 2004 
10 am – 12:30 pm 

 
 
 

• Call to Order and Roll Call 
 

• ICLEAR Project and its role in IIJIS 
 

• Committee Reports 
o Planning and Policy Committee 

• Privacy policies 
• Homeland Security Scenario 

o Technical Committee 
• Proposed Illinois Justice Network portal 
• Proposed CLEAR Model Interface/ PIMSNet prototype 

o Outreach Committee 
o Funding Committee 

 
• Discussion of IIJIS update report to the legislature 

 
• Next Steps 

 
• Adjourn 

 
 
This public meeting will be accessible to persons with disabilities in compliance with Executive Order #5 and pertinent State and 
Federal laws upon anticipated attendance.  Persons with disabilities planning to attend and needing special accommodations should 
contact by telephone or letter Hank Anthony, Associate Director, Office of Administrative Services, Illinois Criminal Justice 
Information Authority, 120 South Riverside Plaza, Chicago, Illinois, 60606-3997 at (312) 793-8550.  TDD services are available at 
(312) 793-4170. 

 



 
 
 
ILLINOIS INTEGRATED JUSTICE INFORMATION SYSTEM IMPLEMENTATION BOARD 
14 August 2003 
 
Call to Order & Roll Call 
 
Lori Levin, Executive Director of the Illinois Criminal Justice Information Authority, called the meeting 
to order at 10:05 a.m.  Implementation Board members present were: 
 

• Ellen Mandeltort, Office of the Illinois Attorney General; 
• Jim Kazimour for Irene Lyons, Office of the Illinois Secretary of State; 
• Col. Ken Bouche, Illinois State Police; 
• Alan Burgard, Department of Central Management Services; 
• Ian Oliver, Illinois Department of Corrections; 
• Scott Kennedy, Illinois Technology Office (present via telephone); 
• Ron Huberman, Chicago Police Department; 
• Adrienne Mebane, Cook County State's Attorney's Office; 
• Marjorie O'Dea, Cook County Sheriff's Office; 
• Dorothy Brown, Office of the Clerk of the Circuit Court of Cook County; 
• Karen Griffin, Cook County Bureau of Information Technology and Automation; 
• Edwin A. Burnette, Law Office of the Cook County Public Defender; 
• Gary O'Rourke, Illinois Association of Chiefs of Police; 
• Jim Olson, Illinois Sheriff's Association; 
• Michael Waller, Illinois State's Attorneys Association; 
• Pamela McGuire, Illinois Association of Court Clerks; 
• Mark Dean-Myrda for Allen Nance, Illinois Probation and Court Services Association; 
• Michael Tardy, Administrative Office of the Illinois Courts; & 
• Skip Robertson, Administrative Office of the Illinois Courts. 

 
Also present were: 

• Robert Boehmer, Illinois Criminal Justice Information Authority; 
• Carol Gibbs, Illinois State Police; 
• Mark Myrent, Illinois Criminal Justice Information Authority; 
• Steve Prisoc, Illinois Criminal Justice Information Authority; & 
• Craig Wimberly, Office of the Clerk of the Circuit Court of Cook County; 

 
 
After introducing herself, Director Levin gave some opening remarks regarding the Implementation 
Board’s charge to realize the goals of the Strategic Plan.  Board members were then asked to introduce 
themselves and provide a brief description of their background.   
 
History & Current Status of IIJIS Project 
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After the introductions were completed, Director Levin asked Col. Ken Bouche of the Illinois State Police 
to provide the board with some historical background on the activities of the IIJIS Planning Committee 
and its development of the Strategic Plan.  After briefly outlining the committee structure under which the 
strategic plan was fashioned, Col. Bouche stated that the Strategic Plan, specifically the strategic issues 
and challenges, would help inform the board as to the direction of integration in Illinois.  He also 
identified the following elements of the plan as essential to the work of the Implementation Board: 

p13 – Mission/Vision Statements 
p14 – Values 
p15 – Guiding Principles for Integrated Justice 
p59 – Scenario for Information Sharing in Illinois 
p43 – Glossary  
p66 – Gap Analysis Summary 

 
Mr. Steve Prisoc of the Illinois Criminal Justice Information Authority then discussed the work of the 
IIJIS Technical Committee.  Mr. Prisoc briefly commented upon (a) the Scenario validation findings, (b) 
the committee’s research of Illinois’ state-level justice data systems, (c) the analysis of state data 
communications infrastructure, (d) the Justice Information Exchange Model (JIEM) tool used to map 
Cook County exchange points, (e) the survey of 450 Illinois justice agencies regarding their information 
management and sharing practices, and (f) the JIEM data element and XML tag reconciliation work.   
 
The Clerk of the Circuit Court of Cook County, Dorothy Brown, next spoke about the activities of the 
Outreach Committee.  Clerk Brown briefly outlined the joint development of the IIJIS information 
brochure with the Illinois State Police as well as the development of briefing materials for use during 
IIJIS presentations.  Clerk Brown also reviewed the considerable efforts leading up to meetings that took 
place with Governor Blagojevich’s transition team.   
 
Discussion of Board Responsibilities and Administrative Rules 
 
Director Levin next gave the floor to Mr. Robert Boehmer, General Counsel of the Illinois Criminal 
Justice Information Authority, who led the discussion of the IIJIS Implementation Board’s Administrative 
Rules.  Mr. Boehmer suggested the members review the draft rules provided, discuss the provisions and 
propose any amendments at the current meeting, then adopt the rules at the next meeting of the board.  
The board members then discussed the rules and made the following amendments: 
 

§ 2. Membership and Officers 
 
a) Chair – The Chair shall be a Board member or official designee 
elected by the membership of the Board. The Chair shall serve a term of 
XX two years. The Chair shall serve no more than XX consecutive 
terms.
 
b) Elections – The names of those nominated for Chair shall be 
distributed to Board members and official designees 14 days prior to the 
election. Notwithstanding the provisions of this section, any Elections 
shall take place every other year during the Board meeting following the 
submission of the annual report to the Governor and General Assembly.  
Board members shall be provided notice at least 14 days prior to the 
meeting at with the chair will be elected.  Any member of the Board or 
an official designee may make nominations from the floor or vote for any 
member of the Board or designee. whether or not a person is on a 
prefiled list of candidates.   
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§ 4. Committees 
 
b) Membership – The Chair shall appoint all committee chairs, vice 
chairs and members. The Chair may shall appoint non-Board members or 
their official designees as chairs, vice-chairs or members of committees.  
The Chair may appoint non-board members as full voting members of an 
committee. The members of all committees shall serve at the pleasure of 
the Chair. 

 
 
The board then briefly discussing whether it was prudent to conduct business without officially adopted 
rules.   
 
{State’s Attorney Waller made a motion to temporarily adopt the rules, as amended, pending official 
approval or the rules.  The motion was seconded and passed by a unanimous voice vote.} 
 
{Chief O’Rourke nominated Director Levin to serve as chair of the Implementation Board.  The 
nomination was seconded.} 
 
{Col. Bouche made a motion to close nomination and elect Director Levin to serve as chair.  The motion 
was seconded and passed by a unanimous voice vote.} 
 
Discussion of Board Committees and Work Groups 
 
Col. Bouche suggested a committee structure similar to that of the original IIJIS Governing Board.  His 
suggested structure placed the Implementation Board on top with an intermediate executive steering 
committee placed between the Board and its four standing committees: (1) Planning & Policy, (2) 
Technical, (3) Outreach, and (4) Funding.  The executive steering committee would consist of the chair 
and vice chair of the Implementation Board, the chairs of each of the committees, as well as two 
additional Implementation Board members and would help coordinate the activities of the committees.   
 
{Mr. Wimberly made a motion to adopt the committee structure as described by Col Bouche.  The motion 
was seconded and passed by a unanimous voice vote.} 
 
Director Levin then chose Col. Bouche as the Vice-Chair of the Implementation Board.   
 
Next Steps 
 
Director Levin stated that in order to implement the strategic plan, the activities of the Implementation 
Board should focus on two main goals: (1) getting state justice data to local users, and (2) assisting justice 
data workflow through the county-level agencies, and then up to the state repositories. 
 
Col. Bouche, commenting that there is currently no national, state or local homeland security scenario, 
stated that the Planning Committee should begin working on a homeland security scenario for Illinois.  
He said that being the first to have such a scenario would greatly assist Illinois’ integration efforts.  
Director Levin asked Mr. Prisoc to comment on the status of mobile data in Illinois as a component of 
homeland security.  Mr. Prisoc briefly described the mobile data systems in Illinois among justice 
agencies and stated that mobile data interoperability should be central to the activities of the Technical 
Committee. 
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Director Levin asked IIJIS staff to prepare descriptions of the four IIJIS standing committees responsible 
for the work of the integrated justice project to help board members decide on their committee 
participation or the assignment of their staff.  These descriptions would include major goals for each 
committee as well as profiles of an ideal committee member’s background.  She also asked any 
volunteers willing to participate on the committees, either as a member or a committee chair, to contact 
IIJIS staff within the following seven days.   
 
{Upon a motion by Chief O’Dea to adjourn, a second, and a unanimous voice vote, Director Levin 
adjourned the meeting.} 
 
Respectfully submitted.  



Illinois Integrated Justice Information Systems (IIJIS) 
Concept of Operations for an Illinois Homeland Security Scenario 
 
I.  Overview 
For many years, public safety providers have been able to respond to events that 
threatened the security and well-being of our nation – natural disasters, fires, riots, and 
even conventional hijackings.  The nature and extent of those threats changed drastically 
September 11, 2001, when suicidal terrorists hijacked four airliners and used them as 
massive weapons to attack innocent civilians and disrupt our world.  In light of these 
unprecedented events, a host of legislative and policy measures have been planned or 
implemented to bolster the nation’s security in airports, international borders, key 
government buildings, and critical infrastructure. In addition to these direct enhancements 
of physical security, there are growing calls for improved information and 
communication capabilities to anticipate and deter terrorist threats, and to respond 
quickly when those threats might materialize. 
 
The IIJIS Homeland Security Scenario for Information Sharing represents a concerted 
effort by a number of Illinois agencies working together to achieve this common goal.  
By continuing our work toward the vision outlined in IIJIS Strategic Plan 2003-2004, we 
will develop a Homeland Security scenario that will allow us to identify and resolve the 
information and communication deficiencies that exist today.  Through the efforts of the 
government agencies originally engaged in our scenario planning, as well as the addition 
of public safety and private partners whose responsibilities are identified in Illinois 
terrorism plans, we hope to provide a forum for planning and exercise activities that will 
develop, maintain, and enhance our terrorism response capability.   Because the 
challenges of securing the homeland are formidable, information becomes the key 
element in designing strategies and solutions.  IIJIS is committed to applying information 
and communication technology in its quest to make Illinois and the nation safer. 
 
II.  Purpose 
The purpose of the Illinois Homeland Security Scenario is to identify the future functions, 
range of information exchanges, and interactions needed among public safety and private 
partners to prevent and respond to a homeland security event.  This scenario will serve as 
a guideline for public safety entities in Illinois to govern the collection, use, retention, 
and distribution of information in the event of an anticipated or actual terrorist attack.  
Once developed, current and planned technology for public safety information and 
communication systems can be validated against Illinois’ scenario to identify the gaps 
that exist today.  
 
Our work will allow us to answer many questions, including: 
• How do we analyze intelligence information to assess our vulnerabilities? 
• How will we handle sensitive information while protecting privacy and preventing 

unauthorized disclosure? 
• What information will be shared? with whom? 
• How do we prioritize the information to be shared during a terrorist event and ensure 

timely delivery of the information? 



• What barriers exist today to prevent information sharing? 
• What changes are needed in Illinois to improve the process? 
• How will we ensure ongoing communication? 
• What information and communication needs are most pressing? 
• What solutions are most critical? 
• What factors will contribute to solutions? 
• What factors will constrain solutions? 
 
III.  Scope 
The Illinois Homeland Security Scenario(s) will be a strategic planning tool that:  
• Will apply to a variety of threats or acts of terrorism within Illinois;  
• Provides guidance and outlines operational concepts for both prevention and crisis 

and consequence management response to a threatened or actual terrorist incident 
within Illinois;  

• Serves as the foundation for further development of detailed State, and local 
operational plans and procedures;  

• Acknowledges the unique nature of each incident, the capabilities of the local 
jurisdiction, and the activities necessary to prevent or mitigate a specific threat or 
incident; and  

• Illustrates ways in which State and local agencies can most effectively unify and 
synchronize their information and communication capabilities.  

 
IV.  Method 
Our Planning Committee has been expanded to include several homeland security 
professionals to help us better understand the HS environment.  With their help, we will 
attempt to define and prioritize a set of HS threats.  Our vision is to examine a variety of 
threats and focus on closing critical information and communication gaps that terrorists 
could exploit to maximize the impact of their attacks.  We will design strategies to 
manage events, but will not try to define them all, as the universe of current and potential 
threats is large and changing.  Such strategies must consider not only existing but 
potential scenarios and provide the best processes for prevention, detection, and response.  
We will collaboratively plan to manage the largest risks in the most effective manner, 
including: 

• Weapons of Mass Destruction and Disruption (WMD),  
• Public Health, and  
• Physical Infrastructure  

 
V.  Participating Agencies 
Defining a scenario for Homeland Security is a complex task involving many agencies, 
levels of government, jurisdictions, public/private organizations, systems, and 
management structures.  The scope of the problem, the need for rapid solutions, and the 
complexity of those solutions present an unprecedented need for cooperation.  Since 
terrorism threatens both the public and private sectors, cooperation will maximize the 
investment in security solutions while minimizing their complexity and redundancy.  
Without cooperation and collaboration, we may be able to develop improved solutions, 
but they may not be interoperable or integrated. 



 
 
VI.  Expected Outcomes 
Enhanced communications and public alerts. 

• Improved dissemination of government-issued threat warnings and alerts 
• Improved public/private knowledge distribution of homeland security 

information 
• Expanded wireless and communications systems 

Strengthened information assurance and reliability:   
• Ensure the confidentiality, integrity, and availability of public and private 

sector data 
• Enhanced surveillance and intelligence 

Improved information integration:   
• The coordination among government agencies to manage threats and the 

integration of systems and data to share information 
• Increased ability to create and share actionable and relevant information 

Improved response management 
• Increased ability to discern indicators of terrorist activity amid overwhelming 

amounts of information 
 
VII.  Conclusion 
While we believe the federal government should be the leader in Homeland Security, 
they should not be the sole source of leadership.  Strategies and solutions must emerge 
from among the broad array of stakeholders.  State and local governments and 
commercial providers need to plan for and implement solutions that improve security 
based upon cross-enterprise requirements.   



Proposal: 
Illinois Justice Network Portal 
 

 
Summary 
This proposal addresses the strategic issues that have been identified as being crucial to criminal justice 
information sharing and recommends the establishment of a justice portal to fulfill these requirements.  It 
contains the IIJIS Technical Committee’s recommendations concerning the development of an integrated 
justice information system for Illinois.  
 
 
Background 
Recognizing the need to share critical justice information in a more timely and efficient manner, the State 
of Illinois established the Illinois Integrated Justice Information System (IIJIS) Governing Board in 2001. 
This board, comprised of representatives from state, county, and municipal justice agencies, was charged 
with the responsibility of developing a plan for the sharing of justice information throughout the state. 
Their report, the Illinois Integrated Justice Information System Strategic Plan was completed in 
December 2002 and contained a section called “Scenario for Information Sharing in Illinois,” which 
outlined a future state of integrated justice information sharing.   
 
In order to implement the Strategic Plan, a new Implementation Board was convened in 2003. The 
Implementation Board established four committees and charged them with recommending specific 
initiatives designed to carrying out the integration of justice information systems as outlined in the 
strategic plan. This recommendation from the Implementation Board’s Technical Committee followed.   
 
 
Illinois’ integration needs 
Generally stated, the Strategic Plan identifies two areas of need for integrated justice in Illinois, 1) 
improved access to and enhanced state-level systems, and 2) the development of county-level integrated 
justice systems.  While both areas are necessary, the Technical Committee has initially focused on the 
first concentration: improved access to the information contained in state-level justice information 
systems and the improvement of those systems.  With this focus on state-level systems in mind, the 
Technical Committee conducted research into the integration efforts of other jurisdictions in order to 
understand how they confronted similar needs. 
 
 
Research into integrated justice models 
The Technical Committee began its research into other 
jurisdiction’s integration efforts by conceptualizing 
integration into two types, vertical and horizontal. Vertical 
integration is workflow oriented and is designed to 
facilitate the transfer of information as a subject is 
processed through the justice system. Horizontal 
integration involves data sharing between similar agencies.  
 
The committee’s research discovered that two principle 
architectures had been utilized throughout the nation to 
support these types of integration, 1) a central repository 
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system, and 2) a distributed system in which information was stored locally by each agency, but sharable 
throughout the justice system.  While central repositories represented a potential solution for county-level 
integrated justice needs, the distributed systems presented a more pragmatic solution for Illinois’ 
integration needs.  
 
In a distributed model, each agency maintains its own computer information system, which is connected 
to a middleware server and data warehouse via wide-area-network connectivity. A middleware solution 
allows data from one computer system to be moved and adapted for use by another. Typically, a portal is 
developed through which authorized users can view data that the originating agency chose (whether by 
statute or agency specific policy) to publish to the data warehouse.   
 
Upon further research, the Technical Committee found that most jurisdictions engaged in justice 
information sharing efforts, whether county-level or statewide, have facilitated the sharing of justice 
information through the use of portals. The committee’s research revealed that distributed systems were 
in use in Washington DC and San Diego County and in a number of states including Colorado, 
Minnesota, Pennsylvania, and Nebraska, each using a slightly different architecture.  Each of these 
system’s characteristics were analyzed for their ability to meet Illinois’ integration needs.  A summary of 
their functionality follows: 
 
 
Washington DC’s Justice Information System  

� Core arrest data transfer server 
� Predefined queries 
� Secured e-mail & notification 

services 
� Juvenile justice data 
� Department of motor vehicle data 
� Mug shots 
� Public access component 

 
 
 

 
San Diego’s Automated Regional Justice 
Information System 
� Booking photos 
� Notification services  
� Police incident, arrest, citation, accident 

information 
� Department of motor vehicle data 
� Arrest warrants 
� 911 computer aided dispatch data 
� Public access component 

 

Colorado’s  
Integrated Criminal Justice Information System 

� Criminal history records 
� Warrant information 
� Driver’s license history 
� Court records 
� Restraining orders 
� Public access component 
 

 
Minnesota’s CriMNet 
� Minnesota court information  
� Arrest booking information  
� Statewide supervision data  
� Minnesota repository of arrest photos 
� Victim Information and Notification Everyday 

(VINE) data 
� Minnesota driver’s license records

 
 
Pennsylvania’s Justice Network 
� Criminal history records 
� Juvenile justice data 
� Driver’s license photos 
� Inmate locations 
� Pre defined queries  
� Notification services 
 
 

Nebraska’s Criminal Justice Information System 
� Criminal history records 
� Local jail booking data 
� Mug shots  
� Probation information 
� Orders of  protection 
� Sex offender registration information 
� Driver’s license & vehicle registration data 
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Illinois Justice Network  
Portal technology allows agencies with different computer platforms and information needs to jointly 
develop an integrated system that benefits them all, without compromising any agency’s security or data 
management requirements. It is envisioned that the Illinois Justice Network portal will provide a single 
point of contact for access to justice information from diverse applications throughout the state’s justice 
enterprise. Not only will the portal be the one place to access the information already contained in large 
county-level data stores and statewide justice information systems, but it will allow users to access the 
information with a single query.  As such, the portal will fulfill Illinois’ first integration need: improved 
access to and enhanced justice information systems. 
 
The Technical Committee’s work began with an enumeration of state-level systems containing 
information deemed necessary in the Scenario.  These systems include the following: 
à Illinois Attorney General’s Automated Victim Notification (AVN) system 
à Cook County Victim Information and Notification Everyday (VINE) system 
à Criminal history repository (CHRI) maintained by the Illinois State Police (ISP) 
à Law Enforcement Agencies Data System (LEADS) also maintained by ISP 
à Illinois Sex Offender Registry maintained by ISP 
à Illinois Department of Corrections (IDOC) offender management systems 
à Administrative Office of Illinois Courts’ Probation On-Line Automated Reporting Information 

System (POLARIS) 
à Illinois Secretary of State data systems 
à Cook County Circuit Court Clerk data systems 
à Newly announced I-CLEARS  

 
Furthermore, the Technical Committee found that Illinois operates two telecommunications networks, the 
CMS Frame Relay Network and the Illinois Century Network, and that both possess the capacity to 
transport justice information throughout the state.  These findings indicate that a justice portal is an 
appropriate way to meet Illinois’ integration needs and that much of the infrastructure for such a portal is 
already in place.   
 
Users of the Illinois Justice Network portal are expected to include authorized justice decision makers 
such as law enforcement officers, prosecutors, the judiciary, corrections officers, as well as probation and 
parole officers.  There should also be a fee-based, public access component to the portal.  The information 
that any individual user can have access to will be determined based upon their role.  For example, a 
sworn police officer will have greater access to the information contained in the portal’s source systems 
than will a member of the public whose access would be limited to conviction information only.   
 
Borrowing from jurisdictions that are already operating justice information portals, the Technical 
Committee recommended that the Illinois Justice Network portal be able to perform the following 
functions: 
 
Criminal Justice Inquiry  
The Criminal Justice Inquiry application is the most comprehensive search the Illinois Justice Network 
portal would offer that integrates justice data from multiple sources through the use of a single query. The 
searches that follow would most likely be sub-searches of the Criminal Justice Inquiry and used when 
only a specific piece of information is required.   
 
This application will search all the participating agencies’ data and compile a response based upon a 
matching data value, such as the state identification (SID) number.  Publicly available Internet responses, 
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such as the FBI’s most wanted list, etc., could be included at the user’s request.  As with all the portal 
inquiries, responses will only show the information a user is authorized to view based upon their role.  
 
Inmate Locator 
The Inmate Locator application would allow a justice worker to locate an inmate at an Illinois 
correctional facility by searching the Illinois Department of Corrections offender management system, 
Cook County Department of Corrections, and the Attorney General’s Automated Victim Notification 
(AVN) system which contains county jail inmate information.  Future expansion of the Inmate Locator 
application might include police lock-up information.  
 
Mug Shot 
The Mug Shot application would allow an authorized user to obtain a digital photo from any system that 
contains one, such as the Illinois State Police’s and Chicago Police Department’s criminal history 
repositories, which contain arrest booking photos, the Secretary of State’s data systems which contain 
driver’s license and state identification card photos, as well as the Illinois Department of Corrections 
inmate photos.   
 
Secretary of State  
The Secretary of State application would provide access to Driver’s License and Vehicle Registration 
information. 
 
Juvenile Inquiry  
The Juvenile Inquiry application would allow authorized users to access the criminal history repository’s 
juvenile arrest database in order to facilitate station adjustments in accordance with the Illinois Juvenile 
Court Act by tracking how many station adjustments the juvenile might have had.   
 
SID/IR Look-Up  
The SID/IR Look-Up application would allow a justice decision maker to obtain an offender’s SID or IR 
number by entering other forms of identifying information.  Future expansion of this function might 
expand the ability to obtain FBI, Social Security, or Driver’s license numbers. 
 
Master Name File 
The Master Name File application would allow the user to obtain information based upon a name or 
Soundex inquiry.  The information returned would include subject demographic information such as date 
of birth, address, eye color, etc., as well as SID, IR, FBI, and social security numbers. 
 
Notification Service 
The portal’s Notification Service would allow a justice practitioner to subscribe to receive updates on a 
particular subject’s records contained in the system.  For example, a parole officer might want to 
subscribe to receive notification that his parolees were arrested.   
 
Bulletin Board  
The Bulletin Board would provide a place to post messages regarding the administration of the Illinois 
Justice Network portal.   
 
Projected implementation of the portal 
Upon the Implementation Board’s approval of the proposed Illinois Justice Network, a tactical plan will 
be produced that will address all the issues necessary to successfully develop the portal and put it into 
operation.  In order to develop this tactical plan, the developers of the portal will collaborate with the state 
and county-level agencies that administer the information systems that will be providing the data to the 
portal.  This joint effort will be supplemented by the assistance of technology experts who will address 
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several technological matters involved with implementing the Illinois Justice Information Network.  
Those technological matters include, among other things, 1) assessing the technological capacity of the 
justice information systems to participate in the portal, 2) developing the portal through the utilization of 
the Justice XML data model, 3) linking records from disparate state and county level information stores, 
4) addressing data quality concerns created by the linking of records, 5) establishing record update 
procedures, 6) leveraging existing telecommunication infrastructure, and 7) conducting prototyping and 
pilot testing of the portal.   
 
The tactical plan will also address the research currently taking place in the IIJIS Privacy Policy 
Subcommittee.  That subcommittee’s work will greatly assist in the development of role-based access to 
the information available through the Illinois Justice Network portal and ensure that access to the justice 
information conforms with current laws and regulations.   
 
More detailed information concerning the proposed development of the tactical plan has been compiled 
by the Technical Committee and is available upon request or on the IIJIS website at: http://www.icjia. 
state.il.us/iijis/public/index.cfm?metasection=oversight.   
 
Conclusion 
On January 16, 2004, the Technical Committee agreed that the utilization of portal technology was the 
best approach to integrating justice information systems in Illinois.  They agreed that the technology 
currently exists to connect justice information from several different information stores and that several 
states and counties throughout the nation are successfully utilizing the technology.  The Illinois Justice 
Network proposal combines the best characteristics of each of those previous efforts and will most 
efficiently meet Illinois’ integration needs as outlined in the Strategic Plan. 
 
 
 
 

http://www.icjia.state.il.us/iijis/public/index.cfm?metasection=oversight
http://www.icjia.state.il.us/iijis/public/index.cfm?metasection=oversight




 
 
PRIVACY POLICY SUBCOMMITTEE MEETING NOTES 
17 December 2003 
 
Present at the first meeting of the IIJIS Privacy Policy Subcommittee were: 
 

� Robert Boehmer, Illinois Criminal Justice Information Authority; 
� Lori Levin, Illinois Criminal Justice Information Authority; 
� John Jesernik, Illinois State Police; 
� David Biedron, DuPage County Sheriff’s Office; 
� David Clark, Illinois State’s Attorneys Appellate Prosecutor’s Office; 
� Paul Fields, Law Office of the Cook County Public Defender; 
� Ron Lewis, McLean County Public Defender’s Office; 
� Michael McGowan, Office of the Chief Judge, Circuit Court of Cook County; 
� Wil Nagel, Illinois Criminal Justice Information Authority; 
� Ian Oliver, Illinois Department of Corrections; 
� Peggy Patty, Illinois Coalition Against Domestic Violence; 
� Lyn Schollet, Illinois Coalition Against Sexual Assault (by telephone); 
� Art Sebek, Illinois State Police; 
� Nicole Sims on behalf of Craig Wimberly, Office of the Circuit Court Clerk of Cook County; 
� Michael Tardy, Administrative Office of the Illinois Courts; and 
� Martin Typer, Clerk of the Circuit Court of Ogle County. 

 
Introductions 
 
After the members briefly introduced themselves, Mr. Boehmer, the general counsel of the Illinois 
Criminal Justice Information Authority, explained why we invited such a diverse group of people and 
emphasized the need for practitioner involvement.  Although not able to attend the meeting, groups 
outside the criminal justice system such as the Chicago Chamber of Commerce, the Illinois Press 
Association, Metropolitan Chicago Health Care Council, as well as academicians from John Marshall 
Law School and Chicago-Kent College of Law have all accepted invitations to participate on the 
subcommittee as well as several additional justice agencies.  Mr. Boehmer stated that our intention in 
convening such a diverse group was to ensure the broadest possible coverage of privacy issues impacting 
the sharing of justice information in Illinois.   
 
Goals of the Privacy Policy Subcommittee 
 
Mr. Boehmer emphasized that, while the background paper provided to the members was somewhat 
theoretical in its presentation, the work of the Privacy Policy Subcommittee would be performed at a very 
pragmatic level.  Mr. Boehmer briefly discussed the fact that the integration project is designed to 
eliminate barriers to the sharing of justice information that previously might have provided some privacy 
protections.   
 
Mr. Boehmer briefly mentioned his and Mr. Jesernik’s work on the Global Justice Information Sharing 
Initiative’s Privacy and Information Quality Working Group and explained that Global is looking to 
Illinois as a leader in the area of privacy policy development in an integrated justice environment.   
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The work of the privacy subcommittee was also discussed.  One of the primary activities of the 
subcommittee involves understanding the current privacy environment in Illinois.  In order to accomplish 
this goal, Mr. Boehmer said that the members might be called upon to provide some brief background 
information regarding laws and regulations that effect their agency’s operations and to provide insight 
into the privacy issues that are important to their agency.  Mr. Boehmer also acknowledged some difficult 
subject areas in the privacy arena, such as intelligence data and juvenile justice information, that the 
subcommittee would address after it dealt with adult offender information sharing.  He further stated that 
the subcommittee should recognize that the courts are simultaneously developing policies regarding the 
accessibility of court files and that our policy decisions should complement those of the judiciary.   
 
Mr. Boehmer next explained the initial vision of the privacy subcommittee’s final report.  Specifically, he 
stated that the final report would contain not only an explanation of Illinois’ current privacy environment, 
but also the subcommittee’s recommendations for changing that environment.  Those rationales and bases 
for those recommendations would also be included in the final report along with suggestions on how local 
agencies can comply with the recommended policies.  Mr. Boehmer stated that the format of the final 
report had yet to be determined and that the timeline for its completion was not yet decided.   
 
The Proposed Process for Drafting Privacy Policy in an Integrated Justice Environment 
 
Mr. Boehmer called upon Wil Nagel of the Illinois Criminal Justice Information Authority to explain the 
proposed process the subcommittee would take toward completing its goals.  Mr. Nagel briefly expanded 
upon the 5-step outline provided to the members: 
 

• Step 1 – Participants had already accepted invitations to work on the subcommittee.   
• Step 2 – The goal of the instant meeting was to review the fair information practices and their 

limitations when applied to justice information sharing. 
• Step 3 – The work of the subcommittee for the foreseeable future will involve acquiring an 

understanding of the privacy policy choices already made in Illinois.  Mr. Nagel stated that he 
expects a great deal of the privacy policy to be already written in the form of current laws and 
regulations; the challenge lies in compiling these statutes and understanding the policy choices 
contained therein.  

• Step 4 – This step outlined seven issues potentially facing the integration initiative.  The 
subcommittee will discuss Illinois’ current responses to these issues during its later meetings to 
help support its recommendations on resolving these issues in the final report.  Briefly stated, 
those issues are: 

o Information Life Cycle 
o Individual Access to Records Contained in Integrated Justice Information Systems 
o Accountability of the Integrated Justice System 
o Availability of Statistical Information Made Easily Available by Integrated Justice 

Information Systems 
o Accessibility of Victim & Witness Information 
o Accessibility of Offender and Victim Health information 
o Collection, Use, & Dissemination of Social Security Numbers 

• Step 5 – Mr. Nagel noted that the goals of the final report had already been briefly explained 
earlier in the course of the meeting. 

 
Mr. Nagel explained that the next meetings would focus on the statutes regulating types of justice 
information exchanged.  For example, the focus of the next meeting would be the records contained in the 
criminal history repository while the following meeting might focus on information contained by 
probation departments or the information maintained by the department of corrections.  The issues 
identified under Step 4 will be discussed during each of these meetings.  Later meetings of the 
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subcommittee will focus on the individual issues in Step 4 in an attempt to resolve or otherwise address 
them in the final report.   
 
The Fair Information Practices (FIPs) & their Shortcomings 
 
After providing background on the fair information practices (FIPs), Mr. Boehmer once again called upon 
Mr. Nagel to expand briefly on the FIPs and their impact upon the work of the privacy subcommittee.  
Mr. Nagel stated that the National Criminal Justice Association’s Justice Information Privacy Guideline 
relied heavily upon the FIPs.  Summarizing the work contained in the background paper, Privacy 
Schmrivacy, Mr. Nagel said that because the FIPs were initially developed in the private sector, that they 
are often times too extreme when applied to the justice system.  He said that the goal in reviewing the 
FIPs and their shortcomings during the meeting was to provide some theoretical background to what will 
be presented during later meetings.  Mr. Boehmer added that several of the principles included in the FIPs 
have been enacted in several statutes regulating the sharing of justice information.   
 
Additional Considerations 
 
Mr. Boehmer explained that the subcommittee would be moving on to the compilation of current 
statutory responses to privacy concerns phase beginning with the next meeting.  He asked the members 
for their assistance in three things: 

(1) Members were asked to identify any additional statutes that impact their agency that might not 
have been mentioned in the background paper. 

(2) Members were also asked to think about any additional privacy issues or sub-issues that might 
have been overlooked.  Mr. Boehmer emphasized that this was perhaps the most important 
request because the privacy issues identified by the subcommittee will frame its future work. 

(3) Members were requested to provide their agency’s policies and procedures for the sharing of 
justice information.   

  
Some members suggested additional privacy issues to consider.  The group heard brief discussion on the 
need to focus on information quality issues and their potential impact on the privacy policy as well as the 
need to address the privacy policy’s interaction with Illinois’ Freedom of Information Act.  A member 
also noted that the subcommittee might need to address instances where sensitive information is made 
public in the regular course of justice administration.  
 
Next Meeting’s Goals 
 
Mr. Boehmer stated that the next meeting of the subcommittee would focus on the laws and regulations 
regarding the state’s criminal history repository starting from the federal regulations and working down 
through Illinois’ policy choices and finally down to the implementation of those provisions at the local 
level.  Mr. Boehmer anticipated that this meeting would involve significant discussion by group members 
on how they utilize criminal history information and any of their agency’s privacy concerns regarding the 
sharing of such information both within and outside of the justice system.   
 
Mr. Boehmer stated that a meeting date had not yet been selected for the next meeting but anticipated it 
taking place toward the end of February.  He stated that Mr. Nagel would be in touch with each member 
to set and accommodating date. 
 
Adjourn 
 
The meeting adjourned at 11:15 a.m. 
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