IIJIS Technical Committee: Existing Committee and Working Group Task Descriptions

Technical Committee

Overall Committee Goals:

1. Review best practices for justice information integration in place in other jurisdictions and determine suitability of those models for Illinois.

2. Develop architectural strategies that improve information workflow among justice agencies at the local, county, and state levels by reducing redundant data entry; and that improve access by justice decision makers to subject criminal history and status information.

A. Standards/Regulations Working Group

Goals (Strategic Issue #5):

1. Recommend and implement mechanisms and processes to inventory, develop, adopt, publish, disseminate and maintain standards/regulations that apply to justice information sharing.

2. Inventory, adopt, and/or develop a uniform set of standards/regulations that enable secure, robust information exchanges and are compatible with national standards.

3. Identify and provide a baseline of justice information for stakeholders.

Objectives/Activities:

· Identify and approve criteria for IIJIS staff to evaluate data exchange standards produced by national and state justice standards setting organizations, and determine their adoptability as justice information exchanges in Illinois.

· Identify and approve procedures for IIJIS staff in the development of justice data exchange standards for those justice information exchanges that are unique to Illinois or for which existing national and state standards are unacceptable.

· Recommend to the IIJIS Governing Body a set of justice information exchange standards (including images) to be published and made available to local and state justice agencies in Illinois.

· Identify and approve procedures for the maintenance of Illinois justice information exchange standards, and their publication/dissemination to state and local justice agencies, and to the vendor community.

· Identify and approve criteria for IIJIS staff to evaluate data communications and network security standards/regulations produced by national and state standards/regulations setting organizations, and determine their adoptability in Illinois.

· Identify and approve procedures for IIJIS staff to develop justice data communications and network security standards/regulations for to fit needs that are unique to Illinois or for which existing national and state standards/regulation are unacceptable.

· Recommend to the IIJIS Governing Body a set of communications and network security standards/regulations to be published and made available to local and state justice agencies in Illinois.

· Determine the need for legislation to empower the IIJIS Governing Body to promulgate communications and network security regulations and, if so, develop strategies for drafting such legislation.

· Identify and approve procedures for the maintenance of Illinois communications and network security standards/regulations, and their publication/dissemination to state and local justice agencies, and to the vendor community.

· Identify and approve criteria for IIJIS staff to evaluate functional standards developed by national groups such as National Center for State Courts, International Association of Chiefs of Police for agency data systems that promote interoperability, and determine their adoptability in Illinois.

· Identify and approve procedures for IIJIS staff to develop functional standards for agency data systems in situations where existing standards are insufficient for for promoting interoperability among Illinois justice agencies.

· Recommend to the IIJIS Governing Body a set of functional standards for agency data system to be published and made available to local and state justice agencies in Illinois.

· Identify and approve procedures for the maintenance of Illinois justice information exchange standards, and their publication/dissemination to state and local justice agencies, and to the vendor community.

· Identify and approve processes for implementation of a statewide Integration Certification Program that recognizes justice agencies that have successfully linked their information systems to other justice partners.

· Identify and approve criteria for IIJIS staff to select justice agencies for the Integration Certification Program.

· Review research by IIJIS staff derived from surveys and exchange points documentation to recommend a baseline of justice information for all Illinois justice agencies to support justice decision-making and to ensure public and officer safety.

· Recommend to the IIJIS Governing Body a baseline of justice information for all Illinois justice agencies to be published and made available to local and state justice agencies in Illinois.

· Identify and approve procedures for the maintenance of a baseline of justice information for all Illinois justice agencies, and their publication/dissemination to state and local justice agencies, and to the vendor community.

B. Infrastructure Working Group

Goals (Strategic Issue #6):

1. Identify and address infrastructure issues including, but not limited to expansion, maintenance, upgrades, and operations.

2. Meet stakeholder requirements by planning for and fostering information exchanges and communications capabilities among users of disparate networks.

3. Plan for and foster interoperability among mobile data networks that meet stakeholders’ needs.

4. Seek to preserve, protect, and restore mission-critical processes, technology resources, and data in the event of a homeland security attack, natural disaster, or other business interruption.

Objectives/Activities:

· Review and approve IIJIS staff research on existing strategies for addressing infrastructure issues.

· Review existing research on state justice information sharing networks.

· Identify future operational requirements of justice information sharing infrastructure.

· Identify gaps by comparing future operational requirements and the infrastructure inventory.

· Review and approve research by IIJIS staff on findings and best practices of justice information sharing technologies that support information exchange and communication capabilities, and that foster interoperability between systems. Devise strategies to promote, pursue, and leverage existing resources to enable information exchange and communication across networks.

· Review and approve research by IIJIS staff on the mobile data environment and its status regarding interoperability.

· Provide guidance and recommendations to IIJIS staff regarding initiation of a pilot program to test and refine mobile data solutions (as a catalyst for broader regional expansion).

· Provide recommendations for the establishment of a technical resource center to unify and educate stakeholders regarding mobile data interoperability issues and solutions.

· Review and approve IIJIS staff research on existing disaster recovery and business contingency plans (to assess the current environment).

· Provide guidance and recommendations to IIJIS staff regarding identification of mission-critical processes and data that need to be protected and restored in the event of an interruption to ensure their availability.

· Recommend to the IIJIS Governing Body minimum disaster recovery standards for justice information partnerships to provide guidelines for disaster recovery initiatives.

· Review and approve IIJIS staff research on existing enterprise-wide disaster recovery policies, plans, and guidelines.

· Devise strategies to assist information sharing partners in meeting minimum protection and disaster recovery standards.

· Provide guidance and recommendations to IIJIS staff regarding the testing of disaster recovery and business contingency plans.

C. Biometrics Working Group

Goals (Strategic Issue #7):

1. Expand the use of biometrics for rapid identification.

2. Research and identify the legal and policy ramifications regarding the use of biometrics for rapid identification.

3. Identify and recommend cost-effective biometric identification applications.

Objectives/Activities:

· Review and approve IIJIS staff research on legally permissible uses of biometrics for rapid identifications in Illinois to ensure privacy and prevent unauthorized use.

· Review and approve IIJIS staff research on policy and business practices governing the use of biometrics for rapid identification.

· Review and approve IIJIS staff research on technological applications that support biometrics for rapid identification.

· Recommend to the IIJIS Governing Board technological applications that support biometrics for rapid identification.

· Review and approve IIJIS staff research on the costs and benefits of biometric identification applications.

























